The ASU security review process is designed to guide each project team to implement technology solutions efficiently while minimizing security risks. The security review services are offered and performed by the Information Security Office. It is highly recommended that all new systems, purchased or developed internally, or significant changes to existing systems undergo a security review prior to being implemented. For all University Technology Office sponsored projects, a review is required.

To request a security review, simply send an email to security.review@asu.edu. A meeting will be scheduled and a review document will be sent. This document serves as a project risk assessment guide and should be shared with the project team and completed prior to the security review meeting.

At the time of the scheduled meeting, a security architect will meet with representatives from the project team to review the completed security review document. The security review meeting may result in changes to the form. A follow-up meeting may need to be scheduled as needed to address any security concerns related to the project.

The security review form is a living document. As the project progresses, scope, technology, or implementation details may emerge that impact the risk profile of the project. Changes to the risk profile of the project should be reflected in the security review form. It is the responsibility of the project team to resolve security risks identified in the security review. It is the responsibility of the project manager to present the risk profile of the system or application developed from the security review to management for review and approval.

For questions about this service email infosec@asu.edu